
Protect sensitive information with Microsoft Purview in the AI era 
(SC-401T00)

ID SC-401T00   Prix CHF 3 200,–  (Hors Taxe)   Durée 4 jours

A qui s'adresse cette formation

As an Information Security Administrator, you plan and implement
information security for sensitive data using Microsoft Purview and
related services. You're responsible for mitigating risks by
protecting data within Microsoft 365 collaboration environments
from internal and external threats, as well as safeguarding data
used by AI services. Your role involves implementing information
protection, data loss prevention (DLP), retention, and insider risk
management. You also manage security alerts and respond to
incidents by investigating activities, responding to DLP alerts, and
managing insider risk cases. In this role, you collaborate with other
roles responsible for governance, data, and security to develop
policies that address your organization's information security and
risk reduction goals. You work with workload administrators,
business application owners, and governance stakeholders to
implement technology solutions that support these policies and
controls.

Cette formation prépare à la/aux certifications

Microsoft Certified: Information Security Administrator
Associate (MCISAA)

Contenu

Implement Information Protection
Implement and manage data loss prevention
Implement and manage Microsoft Purview Insider Risk
Management
Protect data in AI environments with Microsoft Purview
Implement and manage retention and recovery in Microsoft
Purview
Audit and search activity in Microsoft Purview
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Centres de formation dans le monde entier

Fast Lane Institute for Knowledge Transfer (Switzerland) AG

Husacherstrasse 3
CH-8304 Wallisellen
Tel. +41 44 832 50 80

info@flane.ch, https://www.flane.ch
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