
EC-Council Computer Hacking Forensic Investigator (CHFI)

ID CHFI   Prix CHF 5 500,–  (Hors Taxe)   Durée 5 jours

A qui s'adresse cette formation

Anyone interested in cyber forensics/investigations
Attorneys, legal consultants, and lawyers
Law enforcement officers
Police officers
Federal/ government agents
Defense and military
Detectives/ investigators
Incident response team members
Information security managers
Network defenders
IT professionals, IT directors/ managers
System/network engineers
Security analyst/ architect/ auditors/ consultants

Pré-requis

IT/forensics professionals with basic knowledge on IT/cyber
security, computer forensics, and incident response
Prior completion of EC-Council Certified Ethical Hacking 
(CEH) training would be an advantage

Contenu

Computer Forensics in Today’s World
Computer Forensics Investigation Process
Understanding Hard Disks and File Systems
Data Acquisition and Duplication
Defeating Anti-Forensics Techniques
Operating System Forensics
Network Forensics
Investigating Web Attacks
Database Forensics
Cloud Forensics
Malware Forensics
Investigating Email Crimes
Mobile Forensics
Forensics Report Writing and Presentation
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EC-Council Computer Hacking Forensic Investigator (CHFI)

Centres de formation dans le monde entier

Fast Lane Institute for Knowledge Transfer (Switzerland) AG

Husacherstrasse 3
CH-8304 Wallisellen
Tel. +41 44 832 50 80

info@flane.ch, https://www.flane.ch

Powered by TCPDF (www.tcpdf.org)

Page 2/2

http://www.tcpdf.org

