
Panorama: Centralized Network Security Management (PAN-
CNSM)

ID PAN-CNSM   Price on request   Duration 3 days

Who should attend

Security Administrators
Security Operations Specialists
Security Analysts
Security Engineers and Architects

Prerequisites

Participants should complete the Firewall Essentials:
Configuration and Management (EDU-210) 11.1
Participants must be familiar with Palo Alto Networks next-
generation firewall management and basic networking
concepts, including routing and IP addressing.

Course Objectives

This course should help students gain in-depth knowledge about
configuring and managing a Palo Alto Networks Panorama
management server. Administrators that complete this course
should become familiar with the Panorama management server’s
role in managing and securing the overall network. Network
professionals will be shown how to use Panorama aggregated
reporting to provide them with a holistic view of a network of Palo
Alto Networks next-generation firewalls

Course Content

Course Modules 

1 - Initial Configuration
2 - Adding Firewalls
3 - Templates
4 - Device Groups
5 - Log Collection and Forwarding
6 - Using Panorama Logs
7 - Panorama Administrative Accounts
8 - Reporting
9 - Troubleshooting
10 - Prisma Access Overview

11 - Activate and Configure
12 - Templates and Device Groups
13 - Configure Service Connections
14 - Secure Remote Networks
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Panorama: Centralized Network Security Management (PAN-CNSM)

Training Centres worldwide

Fast Lane Institute for Knowledge Transfer (Switzerland) AG

Husacherstrasse 3
CH-8304 Wallisellen
Tel. +41 44 832 50 80

info@flane.ch, https://www.flane.ch
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