
Implementing Secure Solutions with Virtual Private Networks 
(SVPN)

ID SVPN   Price CHF 4,150.—  (excl. VAT)   Duration 5 days

Who should attend

Network Security Engineers
CCNP Security Candidates
Channel Partners
Cisco Customers

This course is part of the following Certifications

Cisco Certified Network Professional Security (CCNP SECURITY)

Prerequisites

The knowledge and skills you are expected to have before
attending this training are: 

Familiarity with the various Cisco router and firewall
command modes
Experience navigating and managing Cisco routers and
firewalls
Clear understanding of the benefits of site-to-site and
remote access VPN options

These skills can be found in the following Cisco Learning
Offerings: 

Implementing and Administering Cisco Solutions (CCNA)
Implementing and Operating Cisco Security Core
Technologies (SCOR)

Course Objectives

Introduce site-to-site VPN options available on Cisco router
and firewalls
Introduce remote access VPN options available on Cisco
router and firewalls
Review site-to-site and remote access VPN design options
Review troubleshooting processes for various VPN options
available on Cisco router and firewalls
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Implementing Secure Solutions with Virtual Private Networks (SVPN)

Training Centres worldwide

Fast Lane Institute for Knowledge Transfer (Switzerland) AG

Husacherstrasse 3
CH-8304 Wallisellen
Tel. +41 44 832 50 80

info@flane.ch, https://www.flane.ch
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