
ISC2 CISSP Certified Information System Security Professional
exam preparation course - English (CISSP-E)

ID CISSP-E   Preis CHF 5'200.–  (exkl. MwSt.)   Dauer 5 Tage

Zielgruppe

The CISSP is ideal for experienced security practitioners,
managers and executives interested in proving their knowledge
across a wide array of security practices and principles, including
those in the following positions:

Chief Information Security Officer
Chief Information Officer
Director of Security
IT Director/Manager
Security Systems Engineer
Security Analyst
Security Manager
Security Auditor
Security Architect
Security Consultant
Network Architect

Voraussetzungen

Requirements and preparation for attending the course: Business
English

Prepare yourself for the course in self-study.
CISSP books are only available in English and are not part
of the course. For the course you will receive a training
manuscript in English specially prepared by the instructor.
Preparation for the course and after the course for the self-
study exam is essential! Please note the speakers' valuable
tips for exam preparation. Only register for the exam date
after the course! Only then can you estimate how much
reworking you still need for the exam!

CISSP (Certified Information Systems Security Professional): The
most-esteemed cybersecurity certification in the world. The CISSP
recognizes information security leaders who understand
cybersecurity strategy, as well as hands-on implementation. It
shows you have the knowledge and experience to design, develop
and manage the overall security posture of an organization.

Experience Required: Candidates must have a minimum of five
years cumulative, paid, full-time work experience in two or more of
the eight domains of the CISSP Common Body of Knowledge
(CBK). Only a one-year experience exemption is granted for
education.

Kursziele

This course is designed for information security professionals with
deep technical and managerial knowledge and experience to
effectively design, engineer and manage the overall security
posture of an organization. This training course provides a
comprehensive review of information systems security concepts
and industry best practices, covering the following eight domains of
the CISSP Common Body of Knowledge (CBK®).

Kursinhalt

8 Domains ISC2 CISSP Certified Information System Security
Professional

Security and Risk Management

Security, Risk, Compliance, Law, Regulations, Business
Continuity

Asset Security

Protecting Security of Assets

Security Architecture and Engineering

Engineering and Management of Security

Communications and Network Security

Designing and Protecting Network Security

Identity and Access Management (IAM)
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Controlling Access and Managing Identity

Security Assessment and Testing

Designing, Performing, and Analyzing Security Testing

Security Operations

Foundational Concepts, Investigations, Incident
Management, Disaster Recovery

Software Development Security

Understanding, Applying, and Enforcing Software Security
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Weltweite Trainingscenter

Fast Lane Institute for Knowledge Transfer (Switzerland) AG

Husacherstrasse 3
CH-8304 Wallisellen
Tel. +41 44 832 50 80

info@flane.ch, https://www.flane.ch
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